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1. Introduction 
As it is mentioned in contribution S2-163117, Ssession Management in current EPC is handled by MME, SGW and PGW. MME perform Mobility Management and also some Session Management functions. In the next generation core, there is a proposal to separate the SM and MM functions. One of the separation ways is to separate all the handling of the Access mobility and the Access Authentication from the Connectivity handling and setup of the data path. Accordingly, in this contribution, it is assumed that two network functions Next-Gen SM and Next- Gen MM will be defined each responsible for session management and mobility management respectively. 

Next-Gen SM performs the similar functions like combination of SGW/PGW and session management Part of MME.
Next- Gen MM performs the similar function like the UE’s location tracing parts of MME. 
Note: In addition to SM and MM, EPS MME also has UE authentication function. In this contribution, UE authentication is not included. 
In the current TR, there is the proposal about using one NAS termination point. In this contribution, it is to add more detail clarification about how the SM and MM can be decoupled.     
2. Discussion

2.1 Overview of MM and SM separation  

By the separating the management of UE specific functions from the session/connectivity, several benefits are foreseen. Multiple slices for one UE is one of important beneficial cases. In multiple slices case, UE specific function mainly UE’s location tracing can be a common function, which can provide the UE’s information to all slices. Thus, each slice only needs to take care how to manage the connection path and QoS for their own services. 

UE’s location tracing functions is not always needed in some cases, while session management may be needed. Having a clear separation between Next- Gen MM and Next-Gen SM will help customer have a clear view about which is needed and easily build up a new slice network according to their service requirement.  

Since it is assumed that Next-Gen SM is inside of specific slice and Next-Gen MM is outside of specific slice, defining a standard interface between SM and MM is necessary, since different slices may be provided by different vendors. 

2.2 NAS&S1 entry function and NAS context(s)  
Since there are requirements of minimizing the interface(s) between UE and network side, it assumes that a NAS&S1 entry function in network side is needed (as figure1). 
The NAS&S1 entry function is mainly responsible for maintaining one single NAS connection with UE and also one single S1 signalling connection with RAN, and it should be common to all slices in one UE multiple slices cases. So in this contribution, it can assume that the NAS&S1 entry function and NG MM are located within the same Network function(as figure 1), since NG MM and NAS entry point are common to all slices. 
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Figure 1
To retain the benefit of separation, the functionality of MM and SM should be decoupled as possible as it can. So the following principles should be considered as the basic requirements:

1) The NAS entry point function (assuming provided by NG MM) is used as a message entry point between UE and NG-CN and also between RAN and NG-CN. One single NAS connection is established for transmitting both SM and MM NAS message. 

2) It seems not reasonable to require Next-Gen MM to maintain session context or be aware of the content of SM NAS message except routing the SM message. SM NAS message should be processed by Next-Gen SM. So NAS entry point function inside of MM should just route SM NAS message. Accordingly Session contexts should only be stored at NG SM.
3) MM NAS message and SM NAS message should be decoupled in a way so that network (NAS entry point) can easily know how to route the SM message. To achieve that, at least an indication should be included in the NAS header so that NAS entry point function inside NG MM can distinguish the SM message from MM message.  
4) To make sure NAS message can be routed to the right NAS handling entities (for example, the SM NAS message for an already established session should be routed to the corresponding Next-Gen SM entity which has the session context at possible as it can), so UE should at least provide the information of the NAS handling entity (Next-Gen SM identity) in the SM NAS message header. 

3. Proposal

It is proposed to update TR 23.799 as follows.
******************************************************start of change****************************************************

6.4.x
Solution 4.x: Common interfaces towards UE, AN with MM and SM decoupled
6.4.x.1
Description
This contribution proposes a solution for Key Issue 4, WT 2 (relation between MM and SM).

There is a single CP entry function in the core network for the NG1 reference point, used for both MM and SM-related messages and procedures for a UE. 
To decouple the MM function with SM function, the following should be as the basis:

· The NAS entry function (assuming provided by NG MM) is used as a message entry point between UE and NG-CN. One single NAS connection is established for transmitting both SM and MM NAS message. 

· MM messages and SM messages and the procedures should be decoupled. Next-Gen MM is not expected to maintain session context or be aware of the content of SM NAS message except SM message routing. SM NAS message should be processed by Next-Gen SM. The NAS entry point inside NG MM will know if one NAS message should be routed to NG-SM, or just having a localized routing to NG-MM.
Editor’s note：It is FFS how to work in detail to not maintain session context of SM in MM. 
· The NAS entry function for the NG1 reference point will work as a NAS proxy and should route the NAS message to the correlated NAS handling network function (NG-SM or NG-MM). 
Editor’s note：The detail to decouple the MM NAS message and SM NAS message is FFS. 
· The information about the correlated NAS handling network function(e.g., Next-Gen SM identity of the UE) should be included if the correlated NAS handling network function has been selected during the prior procedures, and thus the related NAS message is intended to be sent to the same NAS handling network function. 
User database could be local with receiving and storing the subscription data from the SDM. The stored information is made available to both MM and SM. The standalone authentication function provides authentication and security mechanisms to both MM and SM.

Editor’s note：It is FFS how to implement the UE authentication with MM and SM decoupled, e.g. separate authentication for MM and SM. 
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Figure 6.4.x.1-1: Common interfaces towards UE, AN with MM and SM decoupled
NOTE:
The figure above does not show all CP related functionality e.g. related to policy control.
Editor’s note: How the above proposals relate to non-3GPP access is FFS and depends e.g. on how MM and SM functionality is defined for non-3GPP accesses and how the overall architecture with non-3GPP is defined.
Editor’s note: Whether and how the solution above is related to support of multiple connectivity is FFS.
6.4.x.2
Procedure 

The procedure in figure 6.4.x.2-1 gives a general procedure about the NAS message routing and processing.
Editor’s note: It is FFS for the detailed interactions between MM and SM due to mobility, state changes, paging, etc. 
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Figure 6.4.x.2-1: Example procedure about the NAS message routing and processing with MM and SM decoupled
1. UE sends an initial MM message to the NG-CN (e.g. attach, TAU). The NAS proxy is used as an entry point of NAS signalling messages. 

2. If there is prior valid authentication between UE and NG-CN, an authentication shall be triggered between UE and the Authentication Function. A common NAS security is established between UE and NAS entry function.

3. NAS entry function inside NG MM determines the initial MM message (e.g according to the indication in NAS header) should be localized routed to MM model inside the NG MM.
4. MM allocates a NG MM ID for the UE. The NG MM ID is expected to be used to route the MM signalling thereafter.
5. MM replies an initial MM message response message to UE, which includes the NG MM ID.

6. MM forwards the UE context to RAN. Security context for AN may be included.

1a. UE sends an initial SM message to the NG-CN (e.g. PDN connectivity request).

NOTE:
This message may be protected by the common NAS security if exists.
2a. NAS entry function inside NG MM forwards it to the corresponding SM entity.

NOTE:
This message may be protected by the common NAS security if exists. How the SM entity is selected is up to the discussion of slices/network function selection. The SM NAS message may be verified and deciphered by the NAS entry function if the common NAS security is implemented there
3a. Optionally, based on slice policy, if a slice specific security is required, then a SM specific authentication need to be triggered between UE and SM.

Editor’s note: Whether this slice specific authentication is required or not may depend on the security level and service’s security requirement from Service Provider. And what is the slice specific authentication and how it works are FFS
4a. SM allocates a NG SM ID for the UE. The NG SM ID may be used to route the SM signalling thereafter.
Editor’s note: The detail of NG SM Selection, NG SM ID and how to route the SM signalling is FFS.
5a. SM answers an initial SM message response message to UE, which includes the NG SM ID.
6a. SM sends the session context to RAN. 

7. UE sends a second SM signalling message containing NG SM ID to SM. 

8. NAS entry function inside NG MM determines (e.g according to NG SM ID) to route the SM message to the SM function. 
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